Software: Adobe Flash Player 15.0.0.246 and below

Summary: Stack-based buffer overflow in Adobe Flash Player before 13.0.0.259 and 14.x and 15.x before 15.0.0.246 on Windows and OS X and before 11.2.202.425 on Linux allows attackers to execute arbitrary code via unspecified vectors

CVE: 2014-9163

URL: <https://www.cvedetails.com/cve/CVE-2014-9163/>

Software: Microsoft Internet Explorer 6 to 8

Summary: Microsoft Internet Explorer 6 through 8 allows remote attackers to execute arbitrary code or cause a denial of service (memory corruption) via a crafted web site, aka "Internet Explorer Memory Corruption Vulnerability."

CVE: 2014-8966

URL: <https://www.cvedetails.com/cve/CVE-2014-8966/>

Software: Adobe Photoshop CC

Summary: Adobe Photoshop CC versions 19.1.8 and earlier and 20.0.5 and earlier have an out of bound write vulnerability. Successful exploitation could lead to arbitrary code execution.

CVE: 2019-7998

URL: <https://www.cvedetails.com/cve/CVE-2019-7998/>